Social Engineering Lab

Write an example of a phishing email that:

* Has a hyper-link leading somewhere other than the link it shows
* Has a real company name and logo
* Looks official legitimate

Find an example of a breach in a company’s system that was caused by social engineering. Explain your example. Is there any way that this attack could have been prevented?